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Identify, analyze, and protect your APIs by enabling Cloudflare’s API security,
management, and monitoring services.

Your API Shield preview
Total requests API requests

7.62M 1.2M 15% 140

In the past 24 hours, API requests were 15% of your total requests. Preview API Shield to
140 discovered endpoints, access AP| analytics like error rates, and validate traffic agains

Discovered endpoints

Top 10 discovered endpoints

Method Endpoint

GET secret-endpoint/{vari}/login api.host.com gsask N
GET [secret-endpoint/2 api.host.com 300« N
DELETE [secret-endpoint/2 api.host.com 125« 1R
GET Jsecret-longer-...point/value  api.host.com 18k W
GET [secret-endpoint/2 longer.api.ho..me.org 60k W
GET /secret-endpoint/2 api.host.com 60k W
GET /secret-endpoint/2 api.host.com 60k W
UPDATE [secret-endpoint/2 api.host.com 6ok W

|

403 Forbidden

Al in & i B AR /REE (MTLS) » FRE
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API Shield with
mTLS authentication

GET

PATCH

POST
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“name”: “Glen”,
“id": *12"

{
“name”: “Glen”, ®
—

“id": “45uuu-"

}

Essn—

{

“name”: “admin”, ®
—

“1d": ‘0"

Cloudflare API Shield

SCHEMA:
{
“name”: string,

“id": integer

ALLOWED METHODS:
-- GET

-- PATCH

—-— DELETE
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